Threat Modelling

Integrate a secure engineering framework into **any** software development lifecycle.

Artis-Secure creates Trusted Subsystems by

* + Using secure Designs
  + Determining Default secure settings
  + Designing a secure Deployment framework

We adapt to Evolving Threats by

* Researching OWASP Top 10 security issues
* Modelling Common Attack Patterns (CAPEC)
* Factoring Common weaknesses (CWE)

We mitigate discovered threats using

* + STRIDE threat modelling taxonomy
  + Focus on the Security Frame
  + Using the Privacy Frame for data